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The Financial Industry Protects Client Assets with AttackIQ’s Security Optimization Platform
The Financial Industry Challenge

Organized crime and hostile nation-states continue to invest in new malware tools and techniques to compromise financial networks. These attackers will do whatever it takes to steal financial assets, intercept financial transactions, acquire customer identity data, and capture financial data of almost any kind.

The data speaks for itself — the banking and financial services industry has consistently been one of the top targets for cyberattacks. In 2019 the financial services industry was, in fact, the most targeted sector in the majority of countries around the world. Over 21 percent of sensitive files in financial services firms were exposed — this is larger than any other industry other than manufacturing, which was the same. The banking industry had the most substantial financial toll from cybercrime, costing an average of $18.3 million per company surveyed.

It has been estimated that financial organizations worldwide may lose from $100 billion to several hundred billion dollars annually from cyberattacks. The banking and financial industry experienced approximately 7.33 percent of all data breaches in 2019. This included the breach of over 100 million sensitive records. The financial sector also had the highest percentage of confidential personally identifiable information (PII) records exposed at 61 percent in the United States.

The internet has provided cybercriminals with unprecedented access to banks around the world. The digital transformation continues to bring new vulnerabilities to financial organizations. The mix of on-premise, cloud, and SD-WAN-connected remote facilities has required an increasingly complex set of differing security stacks for adequate defense and threat mitigation. New technologies for mobile payment systems have also substantially increased their risk footprint. All of this complexity just gives cyberattackers more potential vulnerabilities to exploit.

Financial payment networks like the Society for Worldwide Interbank Financial Telecommunication (SWIFT) have been targets of cyberattackers since 2015. Many millions of dollars have been defrauded. These cyberattackers understand bank operations and can often remain resident for months within the bank networks after penetration, observing bank operations and the process used internally for applications such as financial payment transfers.

SWIFT is like any other financial application. While the application itself may be secure, if an attacker has penetrated the network and can observe traffic and capture and intercept authentication data, application security is irrelevant. Automated teller machine (ATM) networks have been targeted for years, and attacks against them continue to succeed. Once an attacker is within the network and can observe network traffic undetected, all applications on that network become vulnerable.
Security Control Performance Must Improve

Sponsored by AttackIQ, in 2019, the Ponemon Institute surveyed 577 IT and IT security practitioners in the United States who were knowledgeable about their organizations’ IT security strategy and tactics. This survey included leaders in financial services from banks, brokerage, and other important financial organizations. These leaders were also involved in evaluating or responsible for their organizations’ technology investments. These were the summary results of this important survey:

- 53 percent of these experts admit that they don’t know if their security controls are working as they expect to protect the network;
- 45 percent say they do not know all of the gaps in their security posture;
- 63 percent reported that they had observed a security control indicating it blocked an attack when it failed to do so;
- 31 percent have no set schedule for penetration testing; and,
- 68 percent find that continuous security validation is effective in finding gaps and mitigating the risk of a data breach.

The Solution for Financial Services

Security Optimization

AttackIQ’s Security Optimization Platform is a leading offering for the financial services breach and attack simulation (BAS) market. Our platform supports the automation and operationalization of the MITRE ATT&CK® framework. This gives financial services a powerful capability to continuously test, measure, and validate the performance of security controls, personnel, and processes against the tactics and techniques in the MITRE ATT&CK framework.

AttackIQ’s Security Optimization Platform uses MITRE ATT&CK to simulate the full attack chain against enterprise infrastructure. AttackIQ delivers continuous and objective measured validation of financial services enterprise security programs. You can find the performance gaps, strengthen your security posture, and improve your incident response capabilities. AttackIQ’s Security Optimization Platform assesses readiness and validates that your enterprise security systems are performing as originally intended.

According to a 2020 presentation by Jon Oltsik, Senior Principal Analyst and Fellow at ESG, a typical enterprise may utilize 10 to 75 or more security controls across the security organization, often with significant overlap and redundancy. The sheer number of cybersecurity vendors and unique security controls can become overwhelming in a large organization burdened by regulatory and compliance demands. For most of these enterprises, it is unclear how well these security controls work and what areas and gaps require additional investment. AttackIQ’s Security Optimization Platform helps you develop a smart strategy, validates that you have a resilient security control architecture, and objectively supports your budgeting decisions.
Security Optimization (cont.)

Often existing security controls are not configured or integrated correctly with the security ecosystem. AttackIQ’s Security Optimization Platform can identify potentially costly misconfigurations that could be found and targeted by malicious actors. In any scenario, your cyberdefense will not work if the security controls do not perform as you expect. AttackIQ’s Security Optimization Platform will enable you to rapidly operationalize MITRE ATT&CK and get the most from the security controls, personnel, and procedures you have today.

AttackIQ’s Security Optimization Platform brings scale and flexibility for the largest financial services organization. AttackIQ automation enables the platform to work autonomously and to scale. This includes support for live production environments — even the small changes to configurations or administration can open new vulnerabilities in your cyberdefense. This helps identify and close the ever-present gap between financial services test environments and the live production environments that, undetected, will ultimately compromise the entire organization.

The AttackIQ Security Optimization Platform will also help you improve your total security program by ensuring that existing production investments are measured and monitored from a threat-informed perspective. The MITRE Corporation coined the term "threat-informed defense" as it made the MITRE ATT&CK framework operational. As MITRE says, a threat-informed defense strategy "applies a deep understanding of adversary tradecraft and technology to protect against, detect, and mitigate cyber-attacks." MITRE ATT&CK is a foundational framework for testing your security against known threats. Only with accurate data about your team’s performance against real-world threats can you make informed decisions to optimize your security program.